
 International Journal of Advance Engineering and Research 
Development 

Volume 4, Issue 3, March -2017 
 

@IJAERD-2017, All rights Reserved  246 
 

Scientific Journal of Impact Factor (SJIF): 4.72 
e-ISSN (O): 2348-4470 
p-ISSN (P): 2348-6406 

A Survey On Reproducible Effective POS for multi user Enviourment. 
 

1
Miss.Snehal Kulkarni,  

2
Prof.S.A.Vaywhare 

 
1 ME. Student Department of   Computer   Engineering   Sanmati   Engineering College, Washim. Maharashtra, India 

2 Prof. Department of   Computer   Engineering Sanmati Engineering College, Washim, Maharashtra, India 
                                                                                                                                                                  

Abstract: We introduce the notion of outsourced proofs of storage, at intervals that users can task academic degree 

external auditor to perform and verify POR with the cloud provider. We've got an inclination to argue that the OPOS 

setting is subject to security risks that haven't been lined by existing POS security models. To remedy that, we've got an 

inclination to propose a correct framework and a security model for OPOR. We've got an inclination to then propose 

academic degree cognitive content of OPOR that builds upon the provably-secure personal POR theme .We show its 
security in our projected security model. We've got an inclination to implement a picture supported our resolution, 

associate degreed price its performance in passing realistic cloud setting. A wise multi-user cloud storage system needs 

the secure client-side cross-user reduplication technique, which allows a user to skip the uploading technique and 

acquire the possession of the files currently, once various householders of the same files have uploaded them to the cloud 

server. To the foremost effective of our data, none of the current dynamic PoSs can support this technique. throughout 

this paper, we've got an inclination to introduce the concept of reduplication  dynamic proof of storage academic degree 

propose a cost-effective construction referred to as Depose, to comprehend dynamic Pose and secure cross-user 

reduplication, at a similar time. Considering the challenges of structure diversity and private tag generation, we've got 

an inclination to take advantage of a very distinctive tool referred to as Homomorphism documented Tree (HAT). We've 

got an inclination to prove the protection of our construction, and additionally the theoretical analysis and experimental 

results show that our construction is economical in apply.  
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I. INTRODUCTION 

 

Storage As cloud storage and outsourcing is become further common presently a day’s .The existed solutions, whose 

communication quality is freelance with their file sizes, use homomorphism verifiable tags. Owing to the homomorphism 

property, tags computed for multiple file blocks area unit usually combined into one value. The patron pre-computes tags 

for each block of a file then stores the file and its tags with a server. At a later time, the patron can verify that the server 

possesses the file by generating a random challenge against a randomly selected set of file blocks. The server retrieves 

the queried blocks and their corresponding tags, victimization them to return up with an emblem of storage another very 

important concern is relating to supporting dynamic updates. In passing cloud storage system, the patrons mustn't only be 
able to access the information, but together perform dynamic update operations, e.g., modification, deletion and insertion. 

However, most of the previous works can only apply to static data files. Though Wang et al. propose a dynamic version 

of Pose model in, sadly, the performance of their theme is not tightly delimited. 

Users have to be compelled to be convinced that the files keep at intervals the server does not appear to be tampered. 

Ancient techniques for safeguarding data integrity, like message authentication codes and digital signatures would like 

users to transfer all of the files from the cloud server for verification that incurs a major communication value. These 

techniques do not appear to be acceptable for cloud storage services where users may check the integrity usually, like 

every hour. Thus, researchers introduced Proof of Storage (Pose) for checking the integrity whereas not downloading 

files from the cloud server. Moreover, users might to boot would like several dynamic operations, like modification, 

insertion, and deletion, to update their files, whereas maintaining the power of Pose Dynamic Pose is projected for such 

dynamic operations. In distinction with Pose, dynamic Pose use authenticated structures, just like the Markel tree. Thus, 
once dynamic operations area unit dead, users regenerate tags for the updated blocks only, instead of create all blocks. To 

higher understand the next contents, we tend to tend to gift further details relating to Pose and dynamic Pose In these 

schemes, each block of a file is attached a tag that's used for valedictory the integrity of that block. Once a voucher must 

ascertain the integrity of a file, it haphazardly selects some block indexes of the file, and sends them to the cloud server. 

in keeping with these challenged indexes, the cloud server returns the corresponding blocks at the facet of their tags. The 

voucher checks the block integrity and index correctness. Authenticated structures area unit introduced in dynamic PoSs 

to unravel this challenge. As a result, the tags area unit attached to the authenticated structure rather than the block 

indexes .However, dynamic Pose remains to be improved in passing multi-user setting, due to the need of cross-user DE 

duplication on the client-side. This implies that users can skip the uploading technique and procure the possession of files 

in real time, as long as a result of the uploaded files exist already at intervals the cloud server. This method can deflate 

house for storing for the cloud server, and save transmission system of measurement for users. To the foremost effective 

of our data, there not any dynamic Pose which will support secure cross-user DE duplication. 
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Structures square measure introduced in dynamic PoSs to unravel this challenge. As a result, the tags square measure 

connected to the structure instead of the block indexes .However, dynamic Pose remains to be improved in associate very 

multi-user atmosphere, owing to the necessity of cross-user state duplication on the client-side. This implies that users 

will skip the uploading methodology and acquire the possession of files presently, as long as a result of the uploaded files 

exists already among the cloud server. This technique will shrink house for storing for the cloud server, and save 

transmission metric for users. To the sole of our data, there is no dynamic Pose which will support secure cross-user state 

duplication. 

 
SCOPE-It's usable in Social networking sites or applications victimization cloud and handles many users and uploading 

large amount of same data in cloud. Depose mechanism helps to manage all data on cloud whereas not creating duplicate 

copies of files of varied sites. It to boot helps to provide access or grant possession permissions to web site users. 

  

I. LITERATURE SURVEY 

 

1. Scalable and Efficient Provable Data Possession 

Authors: Giuseppe Ateniese, Roberto Di Pietro, Luigi V. Mancini 

Description: we tend to developed associated given a gradual variety of an awfully light-weight and provably secure PDP 

theme. It surpasses previous work on several counts, moreover as storage, metric and computation overheads additionally 

as a result of the support for dynamic operations. However, since it's based upon symmetrical key cryptography, it's 

unsuitable for public verification. A natural answer to this would be a hybrid theme combining elements of and our 
theme. To summarize, the work drawn throughout this paper represents a significant success towards smart PDP 

techniques. We've got an inclination to expect that the salient choices of our theme (very low worth and support for 

dynamic outsourced data) build it attractive for realistic applications. 

 

2. Public Verifiable Proof of Storage Protocol from Lattice Assumption 

Authors: Wei Up, Dan Fen, Jingling Liu 

Description: during this paper, we tend to tend to initial propose the first lattice-based PoSs protocol from our new 

construction of LHTVs. Our L pretense protocol is public verifiable and unforgivable assumptive SIS is troublesome. 

every theoretical analysis and experimental results demonstrate that the planned protocol has wonderful efficiency at 

intervals the aspects of communication, computation and storage costs. Presently we tend to tend to area unit functioning 

on extending the protocol to support data dynamics. The difficulty is that once we've got to be compelled to insert or 
delete a file block, the worth of modification the accomplished tags large as a result of the ordered index involved in their 

tags. 

 

3. An improved   dynamic provable data possession model 

Authors: Feiffer Liu, Dawn G u, Hailing Lu 

Description: we have a tendency to produce some enhancements supported DPDP model: modification the 

skip-list of the DPDP model, use the hash values generated by tags and  array that unbroken by shopper to substantiate 

the integrity of the tags, prune the computation and communication of Update and Challenge . Compares with DPDP 

model, the machine complexities of ours at the Client side and Server-side unit of measurement reduced kind Login to 

constant, and thus the communication complexities at all sides unit of measurement reduced from login to constant. 

Although there is some more storage expense, the patron got to store Associate in nursing array, but only concerning 

zero.02% of the initial file size. It’s acceptable in most cases. Our model is extremely acceptable for the items whose 
times of Challenge quite times of update. 

 

4. A General Model for Authenticated Data Structures 

Authors: Charles Martel, Glen Nuckolls, Premkumar   Devanbu, Michael Gets. 

Description: during this paper we've got an inclination to characterize a broad class of information structures that we've 

got an inclination to call Search DAGs, which we tend to develop a generalized algorithmic program for the event of 

VOs for Search DAGs. We've got an inclination to prove that the VOs so created unit of measurement secure, that they 

are economical to reckon and verify. We've got an inclination to demonstrate but this approach merely captures existing 

work on simple structures like binary trees, multi-dimensional vary trees, tries, and skip lists. Once this unit of 

measurement shown to be Search DAGs, the requisite security and efficiency results currently follow from our general 

theorems. Going any, we've got an inclination to boot use Search DAGs to provide and prove the protection of every 
versions of two advanced data models for economical multi-dimensional vary searches. this allows economical VOs to be 

computed (size O(log N + T )) for typical one- and two-dimensional vary queries, where the question answer is of size T 

and so the data is of size N. we've got an inclination to boot show I/O-efficient schemes to construct the VOs. For a 

system with disk blocks of size B, we've got an inclination to answer one-dimensional and trilateral vary queries and 

reckon the VOs with O (log N + T/B) I/O operations exploitation linear size data structures. 
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5. Outsourced Proofs of Retrievability 

Authors: Frederick Armknecht, Jens-Matthias Bohli, Hassan O. Karame 

Description: during this paper, we tend to tend to introduced the notion of outsourced proofs of Retrievability  (OPOR), 

Associate in Nursing extension of the quality POR conception, Associate in Nursing projected a cheap illustration of 

OPOR, dubbed defense. We tend to tend to enforce a picture supported defense, and evaluated its performance in an 

extremely realistic cloud setting. Our results show that our proposal incurs minimal overhead on the user and scales well 

with the number of users. We tend to tend to argue that defense motivates a singular business model that that customers 

and external auditors establish a contract by that customer can rest assured regarding the protection of their files. By 
doing so, defense can increase the users’ trust among the cloud, whereas acquisition minimal user interaction. We tend to 

tend to thus argue that our work lays basic foundations for realizing secure external auditing of cloud services; we tend to 

tend to believe that such auditor-based schemes can give a stepping stone for establishing a cyber-insurance marketplace 

for cloud services.                                                        

                                                                              PROPOSED SYSTEM 
 

No Such system of Dynamic proof of storage will come back through cross user reduplication. To induce obviate these 

drawbacks we tend to tend to implement   reduplicatable dynamic proof of storage. 

 

3.1System Model 
The entire document got to be in Times New Roman or Times font. Kind 3 fonts shouldn't be used. Various font types 

might even be used if needed for special functions. For every file, original user is that the user World Health 
Organization uploaded the file to the cloud server whereas ulterior user is that the user World Health Organization 

established the possession of the file however failed to really transfer the file to the cloud server. There unit 5 phases 

throughout a reduplicatable dynamic PoSs system: pre-process, upload, reduplication, update, and proof of storage 

 

3.2Pre-Process half 

Users will transfer their native files. The cloud server decides whether or not or not or not these files have to be 

compelled to be compelled to be uploaded. If the transfer technique is granted, enter the transfer phase; otherwise, enter 

the reduplication [*fr1]. 

 

3.3Image Retaking 

In image retaking an image method are done on image dataset and impose method on dataset erosion extraction of 
images connected or matching entered question. Question of user are in sort of text or image. System will search all 

photos related to enter text question. If user enter question in text kind then system search all photos matching to that 

keyword shows as result to users. If user enter question in image type at then that image will compare to any or all or any 

photos in dataset on basis of its color and form. Photos matching with question image extracted as result and shown to 

user. 

 

 
                         

                                                                             Figure: architecture 
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 3.4Upload section 

Users can transfer their native files. The cloud server decides whether or not or not these files have to be compelled to be 

uploaded. If the transfer technique is granted, enter the transfer phase; otherwise, enter the deduplication half. 

 

3.5Deduplication section 

The files to be uploaded exist already at intervals the cloud server. Ensuing users possess the files domestically and 

conjointly the cloud server stores the structures of the files. Ulterior users need to persuade the cloud server that they own 

the files whereas not uploading them to the cloud server. If   these three phases  (pre-process, upload, and reduplication) 
unit of measurement dead only one occasion   at intervals the life cycle of a file from the angle of users. That is, these 

three phases appear provided that users can transfer files. If these phases terminate commonly, i.e., users finish 

transferring at intervals the transfer half, or they pass the verification at intervals the reduplications half, we have a 

tendency to square measure speech communication that the users have the ownerships of the files. 

3.6Update section 
Users might modify, insert, or delete some blocks of the files. Then, they update the corresponding parts of the encoded 

files and conjointly the structures at intervals the cloud server, even the primary files weren't uploaded by themselves. 

Note that, users can update the files only if they have the ownerships of the files that suggest that the users have to be 

compelled to transfer the files at intervals the transfer half or pass the verification at intervals the reduplications. For 

every update, the cloud server has to reserve the primary file and conjointly the structure if there exist totally different 

householders, and record the updated a region of the file and conjointly the structure. This allows users to update a file at 

identical time in our model, since each update is barely “attached” to the primary file and structure.  

 

3.7 Proof of Storage 

Users exclusively possess slightly constant size info domestically which they have to look at whether or not or not the 
files unit of measurement faithfully hold on at intervals the cloud server whereas not downloading them. The files won't 

be uploaded by these users but they pass the reduplications half and prove that they have the ownerships of the files. Note 

that, the update half and conjointly the proof of storage half are going to be dead multiple times at intervals the life cycle 

of a file. Once the possession is verified, the users can at random enter the update half and conjointly the proof of storage 

half whereas not keeping the primary files domestically 

 

IV. CALCULATION 

 

Pre-Process Phase 

e ← H(F), id ← H(e).                                                                                                                        

Where, 

  id = File Identity. 

Upload Phase 

File        F = (m1, . . . ,m n). 

The user first invokes the encoding according, 

(C, T  ) ← Encode (e, F) 

Where, 
m1, . . . ,m  n= Represents I th block of file. 

e = Encryption key. 

The Reduplications Phase 

If a file announced by a user in the pre-process phase exists in the cloud server, the user goes into the deduplication phase 

and runs the reduplication protocol  

Result ∈ {0, 1} ← Reduplicated { U(e, F), S(T)} 

Where, 

Result = Current uploading file. 

e = Encryption Key. 

F= Uploaded File. 

The Update Phase 
In this phase, a user can arbitrarily update the file,  by invoking the update protocol  

Result ∈ {he∗, (C∗, T ∗)i,⊥} ← Update{U(e, ι ,m, OP), S(C, T )} 

Where, 

Result = Current updating file. 

S(C,T)= Represent block to be uploaded. 

The Proof of Storage Phase 

At any time, users can go into the proof of storage phase if they have the ownerships of the files. The users and the cloud 

server run the checking protocol  

Result ∈  {0, 1} ←Check{S(C,T ), U(e)} 
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Where, 

Result   =Current file. 

S(C,T)= Block of file. 

                                                                      RESULTANALYSIS 

 

Table I: Performance of File Size with Time 

 

File size 

File 

Encryption 
Time 

File 

Decryption 
Time Tag Generation 

10(KB) 
0.05 

0.04 0.02 

50(KB) 1.75 1.73 0.9 

100(KB) 2.5 2.51 1.23 

200(KB) 4.8 4.82 2.25 

 

 

Result analysis graph  

 
 

Fig: Graph of File Size with Time 

 

 

                                                                            CONCLUSION 

We planned the nice requirements in multi-user cloud storage systems and introduced the model of reduplicatable 

dynamic Poss. we tend to had develop a singular tool referred to as HAT that's Associate in Nursing economical real 

structure. Supported HAT, we tend to had planned the first smart reduplicatable dynamic PoSs theme referred to as Dey 

Po S and proved  its security at intervals the random oracle model. The theoretical and experimental results show that our 
Dey Po S implementation is economical, notably once the file size and so the vary of the challenged blocks unit big 
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